Course 4

Identity Driven Security

Objective

Identity Driven Security can be defined as a holistic and innovative approach for providing security to on-premises and cloud data of your organization. Identity Driven Security helps to protect, detect, and respond to various threats detected on-premises as well as in the cloud. In this course, we are going to understand how Microsoft EMS provides Identity Driven Security and the security challenges that are addressed with the help of identity-driven security.

We have one class in this course.

In **class 1,** we will discuss about **–**

* What is Identity Driven Security?
* Various benefits of Identity Driven Security.
* Discussing various security challenges, faced by an organization.
* What is Azure Active Directory (AD) Premium?
* How AD premium helps to protect data against user mistakes?
* Understanding Cloud App Security, Microsoft Intune, and Azure Information Protection.
* How to detect attacks and remediate by Identity Driven Security?
* Understanding Microsoft Advanced Threat Analytics (ATA).
* And, at last we will discuss the Microsoft Intelligent Security Graph.